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Most social media companies provide advice about online security. This includes
guidance on how to secure your account and how to report incidents of online
abuse, harassment and intimidation.

Facebook (which owns Instagram and Whatsapp) provides guidance for
political candidates, general guidance on online safety, as well as specific
guidance on reporting abusive content or behaviour.

Twitter has general guidance on online safety and their civic integrity policies, as
well as quick links to safety and security guidance and how to report offensive
content and abuse.

Google (which owns Youtube) provides general guidance on actions to take to
protect candidates as well as specific guidance from YouTube about support for civic
integrity and how to report inappropriate content.

Please note that social media platforms regularly review and update their
guidance.

https://www.facebook.com/gpa/best-practices/candidate
https://www.facebook.com/gpa/best-practices/candidate
https://www.facebook.com/safety
https://www.facebook.com/help/1753719584844061?helpref=page_content
https://help.twitter.com/en/a-safer-twitter
https://about.twitter.com/en/our-priorities/civic-integrity
https://help.twitter.com/en/safety-and-security
https://help.twitter.com/en/safety-and-security/report-abusive-behavior
https://help.twitter.com/en/safety-and-security/report-abusive-behavior
https://protectyourelection.withgoogle.com/intl/en/
https://protectyourelection.withgoogle.com/intl/en/
https://www.youtube.com/intl/ALL_uk/howyoutubeworks/our-commitments/supporting-political-integrity/
https://www.youtube.com/intl/ALL_uk/howyoutubeworks/our-commitments/supporting-political-integrity/
https://support.google.com/youtube/answer/2802027?hl=en&ref_topic=9387085

